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1. Discussion

void
2. Proposal

It is proposed to add the following texts into TR 23.731.
* * * Start of changes * * * *
6.14
Solution 14: Reuse R15 existing location service architecture for commercial use cases
6.14.1
Introduction

In Rel-15, Location Service feature is restricted to regulatory service, therefore, when location service is enabled, it is assumed that the UE is allowed to be located. However, in a commercial use case, the target UE user shall be able to set privacy as "not allowed to be located".

A requester of the regulatory LCS service is assumed always authorised to use the service. However, in a commercial use case, the requestor UE or the requestor client may or may not be authorised to use the LCS service.

The privacy setting of the target UE and the location subscriber authorization data of the requestor client / UE can be a Data Subset of the Subscription Data stored in the UDR accessed by the UDM..

Additionally, for commercial services, location service architecture needs to be extended to support roaming scenario, the location service exposure and Mobile Originating Location Request scenario.

This solution is intended to address Key Issue 1 (Enhancement to LCS Architecture) and Key Issue 7 (Location service exposure). The solution also addresses the following additional key issues:

-
Key Issue 3: Support of low latency LCS.

-
Key Issue 6: Scalability.

-
Key Issue 8: Support of IoT UEs.

-
Key Issue 15: Location continuity support.
-
Key issue 5: Slicing dependent location service.
6.14.2
Functional Description
6.14.2.1
Architecture to support Location Services

The following proposed architectures applies to both regulatory services and commercial services, in which only entities directly relevant to location services are shown:
-
Figure 6.14.2.1-1 shows architectural support for location services for non-roaming scenarios using service-based interface representation, where applicable (same with Figure 4.4.4.1-1 of TS 23.501 [4]).

-
Figure 6.14.2.1-2 shows architectural support for location services for roaming scenarios using service-based interface representation, where applicable.

-
Figure 6.14.2.1-3 shows architectural support for location services for non-roaming scenarios, using the reference point representation (same with Figure 4.4.4.1-2 of TS 23.501 [4]).

-
Figure 6.14.2.1- 4 shows architectural support for location services for roaming scenarios, using the reference point representation.

NOTE 1:
The reference point Le is shown for completeness only.

NOTE 2:
If an inter-GMLC scenario is required the reference points Lr defined in TS 23.271 [6] can be used.

NOTE 3:
R-GMLC is not shown in the figures below and is assumed to be the same as H-GMLC or V-GMLC respectively.

Editor's note:
Whether and how to follow the naming principle of the 5GC architecture for the LCS related reference points is FFS.
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Figure 6.14.2.1-1: Non-roaming reference architecture for Location Services in service-based interface representation
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Figure 6.14.2.1-2: Roaming reference architecture for Location Services in service-based interface representation
NOTE 1:
For the LCS service exposure, Le is used to support legacy LCS clients and an SBI interface (to the NEF for external client or directly to a GMLC in case of authorized clients) is used to support the 5GC LCS service applications.

NOTE 2:
New 5GS LCS features may only be supported over the SBI interface.
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Figure 6.14.2.1-3: Non-roaming reference architecture for Location Services in reference point representation
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Figure 6.14.2.1-4: Roaming reference architecture for Location Services in reference point representation
6.14.2.2
Reference point to support Location Services

N1:
Reference point between UE and AMF via NAS.

N2:
Reference point between NG-RAN and AMF.

Le:
Reference point between a GMLC and a LCS Client.

Following reference points are realized by service based interfaces:
NLg:
Reference point between a GMLC and an AMF.

NLs:
Reference point between an AMF and LMF.
NLh:
Reference point between an GMLC and UDM.

NLr:
Reference point between an H-GMLC and V-GMLC.
NLc:
Reference point between GMLC and CHF.

NLe:
Reference point between GMLC and NEF.
6.14.2.3
Service Based Interfaces to support Location Services

Ngmlc:
Service-based interface exhibited by GMLC.

Nlmf:
Service-based interface exhibited by LMF.

Namf:
Service-based interface exhibited by AMF.

Nudm:
Service-based interface exhibited by UDM.
Nchf:
Service-based interface exhibited by CHF.

Nnef:
Service-based interface exhibited by NEF.

Naf:
Service-based interface exhibited by AF.

6.14.2.4
Network Functions to support Location Services

AMF
-
Location Services management for regulatory services and commercial services.

-
Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.

-
LMF selection.

-
LCS service authorization to the requester UE for MO-LR scenario.
LMF

-
Supports location determination for a UE.

-
Obtains downlink location measurements or a location estimate from the UE.

-
Obtains uplink location measurements from the NG RAN.

-
Obtains non-UE associated assistance data from the NG RAN.

GMLC

-
Privacy checking of the target UE for MT-LR scenario.

-
LCS service authorization to the LCS Client for MT-LR scenario.

-
Provide transport for Location Services messages between LCS Client and AMF.

-
Collect charging information of the location services and report to the CHF.

UDM

-
Store and provide privacy setting of the target UE to the GMLC.

-
Store and provide location subscriber authorization data of the requestor UE to the AMF.

NEF

-
Receive location service request from the AF.

-
Provide location result to the AF.

-
LCS service authorization of the AF.

CHF
-
Charge for the usage of LCS service.

6.14.3
Procedures
6.14.3.0
LMF selection
The selection of the LMF shall take into account that the selected LMF needs to correspond to the Access Type of the 5G AN serving the UE.

NOTE:
Location methods may differ depending on the Access Type, e.g. in case of WLAN Access some specific corporate data base may need to be accessed; As another example, for Wireline access, Location determination may just correspond to retrieval of geo coordinates corresponding to a Line Id.

The selection of the LMF should also take into account the 5G AN node (e.g. gNB) currently serving the UE as the LMF may need to be configured, e.g. with the corresponding RAN topology information, so that it can carry out the positioning operation.

The following factors may be considered during the LMF selection:

-
Requested Quality of Service information, e.g.:

-
LCS accuracy,

-
Response time (latency),

-
LCS QoS Class.

-
Access Type (3GPP /N3GPP).

-
5G AN type (i.e. 5G NR or eLTE) and the serving AN node (i.e. gNB or NG-eNB) of the target UE.

-
RAN configuration information.

-
LMF capabilities.

-
LMF load.

-
Indication of either a single event report or multiple event reports.

-
Duration of event reporting.

-
Network slicing information, e.g. S-NSSAI and NSI ID.

6.14.3.1
5GC-MT-LR Procedure

Figure 6.14.3.1-1 illustrates the general network positioning for LCS clients external to the PLMN. In this scenario, it is assumed:

-
the target UE is identified using an SUPI or GPSI;

-
the privacy setting of the UE is stored in the UDR as a Data Subset of the Subscription Data that is accessed by the UDM.
This procedure is applicable to a request from an LCS client for a current location.
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Figure 6.14.3.1-1: 5GC-MT-LR Procedure
1.
The external location services client or the AF (via NEF) sends a request to the (H-)GMLC for a location for the target UE identified by an GPSI or an SUPI. The request may include the required QoS, Supported GAD shapes and client type. NEF or (H-)GMLC authorizes the AF or the External Client for the usage of the LCS service. If the authorization fails, step 2-9 are skipped and NEF or (H-)GMLC responds to the external Client or the AF the failure of the service authorization in step 10.

2.
The (H-)GMLC invokes a Nudm_SDM_Get service operation towards the UDM of the target UE to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the target UE Privacy setting and the SUPI of the UE. The (H-)GMLC checks the privacy settings. If the target UE is not allowed to be located, step 3-9 are skipped.

3.
The (H-)GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE to be located with SUPI of this UE. The UDM returns the network addresses of the current serving AMF and possibly the address of a V-GMLC (roaming case).

The UDM is aware of the serving AMF address based on UE registration on an AMF (23.502 § 4.2.2.2.2). The UDM made aware of a serving GMLC address by the AMF at UE registration on an AMF (modification to 23.502 § 4.2.2.2.2).

4.
The (H)GMLC invokes the Namf_Location_ProvideLocation service operation towards the AMF to request the current location of the UE. The service operation includes the SUPI, the client type (with potentially an override capability) and may include the required LCS QoS and Supported GAD shapes.

Editor's note:
The list of parameters of the Namf_Location_ProvideLocation service operation is not meant to be exhaustive, what other parameters are to be added is FFS.


In the roaming case, if the H-GMLC received an address of a V-GMLC (together with the network addresses of the current serving AMF) from the UDM in step 3, the H-GMLC may send the location request to the V-GMLC that may invoke the Namf_Location_ProvideLocation service operation towards the AMF; otherwise, the HGMLC may use the NRF service in the HPLMN to select an available VGMLC in the VPLMN, based on the VPLMN identification contained in the AMF address received in step 3.

5.
If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 to establish a signalling connection with the UE. If it is not possible to have the UE CM-CONNECTED, the AMF answers to the GMLC with the last known location of the UE (i.e. Cell ID) together with the age of this location.


If the location request comes from a value added LCS client and the indicators of privacy related action indicates that the UE must either be notified and the UE supports notification of LCS, a notification invoke message is sent to the target UE indicating the type of location request from the LCS Client (e.g. current location or "current or last known location") and the identity of the LCS client and the Requestor Identity (if that is both supported and available).

6.
The AMF selects an LMF based on the current serving AN of the UE. This selection allows to select a LMF that depends on the access Type of the UE and in case of 3GPP access allows to select a LMF that is configured with proper information on the radio coverage of the UE; this selection may use a NRF query or use local configuration in AMF. The AMF invokes the Nlmf_Location_DetermineLocation service operation towards the LMF to request the current location of the UE. The service operation includes a LCS Correlation identifier, the serving cell identity and the client type and may include the required QoS and Supported GAD shapes.


The LMF selection takes the 5G-AN currently serving the UE into account.

7.
The LMF performs one or more of the positioning procedures described in clauses 4.13.5.4, 4.13.5.5 and 4.13.5.6 of TS 23.502 [5]. During this step the LMF may use the Namf_Communication _N1N2MessageTransfer service operation to request the transfer of a Positioning related N1 message to the UE or the transfer of a Network Positioning message to the serving NG-RAN node (gNB or NG-eNB) for the UE.

8.
The LMF returns the Nlmf_Location_DetermineLocation Response towards the AMF to return the current location of the UE. The service operation includes the LCS Correlation identifier, the location estimate, its age and accuracy and may include information about the positioning method.

9.
The AMF returns the Namf_Location_ProvideLocation Response towards the (H-)GMLC to return the current location of the UE. The service operation includes the location estimate, its age and accuracy and may include information about the positioning method. (H-)GMLC reports to the CHF for the usage of the LCS service.10.
The (H-)GMLC sends the location service response to the external location services client. If in step 2 the (H-)GMLC identifies that the target UE is not allowed to be located by the requested UE user, it rejects the LCS service request, and optionally indicate in the response the reason of the rejection, i.e. the target UE is not allowed to be located.

6.14.3.2
5GC-MO-LR Procedure

Procedures described in Figure 6.14.3.1-2 is used for a UE to request its own location.
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Figure 6.14.3.1-2: 5GC-MO-LR Procedure
1.
If the UE is in CM IDLE state, the UE performs a UE triggered service request as defined in TS 23.501 [4].

2. The UE sends a NAS MO-LR Request to the AMF. The UE request may contain LCS requested QoS information (e.g. accuracy, response time, LCS QoS Class), the requested maximum age of location and the requested type of location (e.g. "current location", "current or last known location"). The AMF checks the LCS service authorization data obtained together with other UE subscription data from the UDM during UE registration for LCS service authorization. If the authorization fails, step 4-6 are skipped and AMF responds in Step 6 on the failure of LCS service authorization.


Step 3-5 follows Step 6-8 of 5GC-MT-LR Procedure defined in clause 6.14.3.1.

6. AMF responds UE of its location.
6.14.3.3
Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events
Figure 6.14.3.3-1 summarizes a deferred 5GC-MT-LR procedure for Periodic, Triggered and UE Available Location Events for a roaming UE. A deferred 5GC-MT-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.14.3.3-1. The procedure supports mobility of a UE within a VPLMN 5GCN and from a 5GCN to an EPC.
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Figure 6.14.3.3-1: Deferred 5GC-MT-LR for periodic, triggered and UE available location events

1.
An external LCS client sends a deferred location request for a periodic, triggered or UE available location event for a target UE to an HGMLC in the HPLMN for the UE. The location request provides the type of location reporting being requested and associated parameters. For periodic location, the request includes the time interval between successive location reports, the total number of reports and a location QoS. For triggered reporting for an area event, the request includes details of the target area, whether the trigger event to be reported is the UE being inside, entering or leaving the target area, whether event reporting shall include UE location estimates and if so a location QoS and the duration of reporting. For triggered reporting for the motion event, the request includes a threshold linear distance for triggering a location report, whether event reporting shall include UE location estimates and if so a location QoS and the duration of reporting. For the UE available location event, a location QoS may be included.
NOTE 1:
The external LCS client may instead be an NF or an AF which accesses the HGMLC via an NEF as described in clause 6.9 for Solution 9 and clause 6.23 for Solution 23.
2.
The HGMLC may verify UE privacy requirements by querying the UDM as described for step 2 in Figure 6.14.3.1-1. If the target UE is not allowed to be located, subsequent steps are skipped.
3.
The HGMLC invokes the Nudm_UECM_Get service operation towards the home UDM of the target UE with the GPSI or SUPI of the UE to obtain the serving AMF address and optionally a VGMLC address and current access type(s) for the target UE as described for step 3 of Figure 6.14.3.1-1.
NOTE 2:
The HGMLC may also query the HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [6]. The deferred EPC-MT-LR procedure for Periodic and Triggered Location described in clause 9.1.19 of TS 23.271 [6] or the EPC-MT-LR procedure for the UE availability event described in clause 9.1.15 of TS 23.271 [6] may then be performed instead of steps 4-40 - e.g. if the HSS returns an MME address but the UDM does not return an AMF address.

4.
If a VGMLC address was not returned in step 3, the HGMLC may use the NRF service in the HPLMN to select an available VGMLC in the VPLMN, based on the VPLMN identification contained in the AMF address received in step 3. The HGMLC forwards the location request to the VGMLC and includes the AMF address, the target UE identity (e.g. SUPI), any access type(s) received at step 3 and any privacy requirements for the UE. The HGMLC also includes a contact address for the HGMLC (Notification Target Address, e.g. a URI) and an LDR reference number (Notification correlation ID) to be used for event reporting at steps 19, 29 and 34.

5.
The VGMLC invokes the Namf_Location_ProvidePositioningInfo Request service operation to forward the location request including all information received at step 4 to the serving AMF. The VGMLC may optionally determine an LMF and then includes the LMF identity in the request sent to the AMF. 

6-8.
If the AMF supports a deferred location request, the AMF returns an acknowledgment to the external LCS client, via the VGMLC and HGMLC, indicating that the request for deferred location was accepted. The VGMLC may optionally release resources for the deferred location request at this point.

NOTE 3:
As an optional optimization, a VGMLC may not be used. In this case, instead of performing steps 4-7, the HGMLC invokes the Namf_Location_ProvidePositioningInfo Request service operation to forward the location request directly to the AMF. The AMF then returns an acknowledgment directly to the HGMLC.

9.
If the UE is not currently reachable (e.g. is using eDRX or PSM), the AMF waits for the UE to become reachable.

NOTE 4:
In the event of mobility of the UE to another AMF or to EPC when the UE becomes reachable, the old AMF can return an event indication to the HGMLC as at steps 18 and 19 and may include the address of the new serving AMF or MME if known. If a new serving AMF or MME is not known, the HGMLC can repeat steps 2 and 3 to query the UDM and HSS for the new AMF or MME address. The HGMLC can then restart the procedure from step 3.

10.
Once the UE is reachable, the AMF performs a network triggered service request if needed to move the UE into connected state.

11.
The AMF may notify the UE and verify UE privacy requirements based on any privacy requirements received from the HGMLC in steps 4-5. If this occurs, the AMF sends a supplementary services Location Notification invoke to the UE.
12.
The UE notifies the user of the location request and verifies user permission if UE privacy is to be verified. The UE then returns a supplementary services Location Notification response to the AMF indicating whether the user grants or withholds permission for the location request when UE privacy is verified. 

13.
The AMF determines an LMF, e.g. based on an LMF identity provided by the VGMLC in step 5, the type of location request and current UE access type(s) or as described for step 6 in Figure 6.14.3.1-1. The AMF then invokes the Nlmf_Location_DetermineLocation Request service operation towards the LMF to initiate a request for deferred UE location. For a request for periodic or triggered location, the AMF includes all the information received in step 5 including the HGMLC contact address and LDR reference number. For a request for the UE available location event, the HGMLC contact address and LDR reference number are not included. In all cases, the request includes an LCS Correlation identifier, the serving cell identity, the client type and may include the required QoS and Supported GAD shapes.
14.
The LMF instigates a UE positioning procedure using the UE Assisted and UE Based Positioning Procedure described in clause 4.13.5.4 of TS 23.502 [5] and/or the Network Assisted Positioning Procedure described in clause 4.13.5.5 of TS 23.502 [5]. During this procedure, the LMF may request and obtain the UE positioning capabilities (e.g. which may indicate the type(s) of periodic and triggered location supported by the UE and the access types supported by the UE for event reporting). The LMF may also obtain the UE location – e.g. for a request for the UE available location event or when an initial location is requested for periodic or triggered UE location. For a request for the UE available location event, the LMF skips steps 15 and 16.

15.
As part of step 14 and if periodic or triggered location was requested, the LMF sends a Periodic-Triggered Location Request to the UE via the serving AMF by invoking the Namf_Communication _N1N2MessageTransfer service operation. The Periodic-Triggered Location Request carries the location request information received from the AMF at step 13, including the HGMLC contact address and LDR reference number. The Periodic-Triggered Location Request also includes a deferred rouiting identifier, which can be the identification of the LMF when the LMF will act as a serving LMF or a default LMF identification otherwise. The Periodic-Triggered Location Request may indicate the allowed access types for event reporting at step 22 (e.g. one or more of NR, E-UTRA connected to 5GC, E-UTRA connected to EPC, non-3GPP access connected to 5GC) and may indicate certain allowed or required location measurements (or a location estimate) at step 22 for each location event reported (e.g. based on the positioning capabilities of the UE obtained as part of step 14 and the allowed access types). When EDT transfer is allowed for step 24, the Periodic-Triggered Location Request may also include information for EDT reporting as described for Solution 21 in step 19 of Figure 6.21.3.2-1. As part of NAS transport of the Periodic-Triggered Location Request from the serving AMF to the UE, the serving AMF includes an immediate routing identifier in the NAS transport message identifying the LMF – e.g. as already supported in Release 15 according to clause 4.13.5.4 of TS 23.502.

NOTE 5:
The deferred roiting identifier may be global (e.g. an IP address, UUID or URI) or may be local. This The deferred routing identifier is used for routing in step 24. However, the immediate routing identifier included by the AMF in step 15 is used for routing in step 16. The 2 routing identifiers may or may not be the same – e.g. may be different when the deferred routing identifier is for a default LMF or a LMF which is different to the current LMF.

16.
If the request in step 15 can be supported, the UE returns an acknowledgment to the LMF as part of step 14, which is transferred via the serving AMF using the immediate routing identifier and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.
NOTE 6:
The Periodic-Triggered Location Request sent at step 15 and its acknowledgment at step 16 may be messages for a positioning protocol (e.g. LPP) or may be messages for a separate protocol (e.g. a supplementary services protocol). In the latter case, each message may carry an embedded positioning protocol message to enable the LMF to request or allow specific location measurements from the UE at step 24 and to set up an initial location session for the location reporting at step 24.

17.
The LMF invokes the Nlmf_Location_DetermineLocation Response service operation towards the AMF to respond to the request at step 13. For a request for the UE available location event, the response includes any UE location obtained at step 14 and the LMF then releases all resources. For a periodic or triggered location request, the response includes any location obtained at step 14, a confirmation of whether periodic or triggered location was successfully activated in the UE according to steps 15 and 16 and the identification of the LMF in the case of successful activation with a serving LMF; the LMF also retains state information and resources for later steps if the LMF acts a serving LMF. 

18.
The AMF invokes the Namf_Location_EventNotify service operation towards the VGMLC and includes any location received at step 17 and for periodic or triggered location, a confirmation of whether periodic or triggered location was successfully activated in the target UE. The VGMLC may be the same VGMLC used in steps 5 and 6 or may be a different VGMLC. In the case of a different VGMLC, the AMF includes the HGMLC contact address and LDR reference number. The AMF also includes the LMF identification if received at step 17. The AMF may then release all resources for the location request and cease support for the procedure.

19.
The VGMLC forwards the response received at step 18 to the HGMLC using the HGMLC contact address received at step 18 (for a different VGMLC) or received and stored at step 4 (for the same VGMLC) and includes the LDR reference number and any LMF identification that was received. The VGMLC may then release all resources for the location request and cease support for the procedure.

NOTE 7:
As an optional optimization, instead of performing steps 18 and 19, the AMF may invoke the Namf_Location_EventNotify service operation directly towards the HGMLC (e.g. if a VGMLC is not used or if the VGMLC ceases support after step 8). 

20.
The HGMLC forwards the response to the external LCS client. If the location request at step 1 was for the UE available location event, the procedure terminates here and further steps 21-40 are not performed.
21.
For a periodic or triggered location request where steps 15 and 16 were successfully performed, the UE monitors for occurrence of the trigger or periodic event requested in step 15. When a trigger event is detected and if the UE is camped on or connected to (or can otherwise access) an access type allowed by the LMF at step 15, the UE proceeds to step 22. If the UE cannot access an allowed access type, the UE may skip reporting the trigger event or may report the trigger event at a later time when an allowed access type becomes available, according to requirements received from the LMF at step 15.

22.
The UE obtains any location measurements or a location estimate that were requested or allowed at step 15.

23.
The UE performs a service request if in idle state and if the UE will report the location event using a NAS signalling connection at step 24. The description here assumes that 3GPP access to 5GC is used for steps 23-27, although similar steps can apply to non-3GPP access to 5GC.

24.
The UE sends an event report message to the LMF which is transferred via the serving AMF (which may be different to the original serving AMF for steps 14-16) and is delivered to the LMF using an Namf_Communication_N1MessageNotify service operation. The event report may indicate the type of event being reported and includes any location measurements or location estimate obtained at step 22. The UE also includes the deferred routing identifier received in step 15 in the NAS Transport message used to transfer the event report from the UE to the AMF. The AMF then forwards the event report to either the serving LMF or any suitable LMF based on whether the deferred routing identifier indicates a particular LMF or any (default) LMF. The UE also includes the HGMLC contact address, the LDR reference number, whether location estimates are to be reported and if so the location QoS in the event report. The event report may be transferred to the serving AMF using a NAS signalling connection if the UE is in connected state or may be transferred using the EDT procedure described for Solution 21 by performing steps 29-32 in Figure 6.21.3.2-1.

NOTE 8:
When forwarding the event report message to the LMF in step 24 or when forwarding an uplink positioning message to the LMF in step 26 when step 26 is performed, the AMF does not include an LCS Correlation Identifier (because the AMF does not have an LCS Correlation Identifier). To allow the AMF to be aware that an LCS Correlation Identifier is not needed, the deferred routing identifier sent by the LMF in step 15 and possibly reassigned in step 25 can indicate that an LCS Correlation Identifier is not used. For example, a deferred routing identifier could include a flag or could be selected from a different range of identifiers to the immediate routing identifier sent by the AMF at step 15. . 

25.
Unless the event report was sent at step 24 using EDT where a response from the LMF is not allowed, the LMF returns an acknowledgment for the event report to the UE. The acknowledgment may optionally include a new deferred routing identifier indicating a new serving LMF or a default (any) LMF.
NOTE 9:
The event report and acknowledgment sent at steps 24 and 25 may be messages for a positioning protocol (e.g. LPP) or may be messages for a separate protocol (e.g. a supplementary services protocol). In the latter case, the event report at step 24 may carry an embedded UL positioning message to enable the UE to include any location measurements or location estimate obtained at step 22.
NOTE 10:
Inclusion of a new deferred routing identifier in the event report acknowledgment at step 25 may be used to change the serving LMF (e.g. if a UE moves into an area or to an access type that is better supported by a different LMF or if the serving LMF is overloaded) or to enable a default LMF to become a serving LMF.

26.
If the UE sends the event report to the LMF at step 24 using a NAS signalling connection when in connected state, the LMF may obtain location measurements or a location estimate for the UE by performing a UE positioning procedure using the UE Assisted and UE Based Positioning Procedure described in clause 4.13.5.4 of TS 23.502 [5] and/or the Network Assisted Positioning Procedure described in clause 4.13.5.5 of TS 23.502 [5].

27.
If a location estimate is needed for event reporting, the LMF determines the UE location using the location measurements and/or location estimate(s) obtained at step 24 and/or step 26.

28.
The LMF selects a VGMLC (which may be different to the VGMLC for steps 3-8 and steps 18-20) and invokes an Nlmf_EventNotify service operation towards the VGMLC with an indication of the type of event being reported, the H-GMLC contact address and LDR reference number, the identification of the LMF, and any location estimate obtained at step 27.

NOTE 11:
The LMF may select the VGMLC for step 28 using the NRF service or using configuration information in the LMF or may use the same VGMLC as for steps 3-8 (e.g. if the LMF acts as a serving LMF and received the VGMLC address from the AMF as part of step 13).

29.
The VGMLC forwards the information received in step 28 (e.g. including the type of event being reported, the LDR reference number and possibly the LMF identification) to the HGMLC which identifies the periodic and triggered location request from the LDR reference number.

NOTE 12:
As an optional optimization, instead of performing steps 28 and 29, the LMF may invoke the Nlmf_EventNotify service operation directly towards the HGMLC. 

30.
The HGMLC uses the LDR reference number received in step 29 to identify the periodic and triggered location request received in step 1 and then sends the type of event being reported and any location estimate to the external LCS client. The HGMLC may also verify UE privacy requirements before reporting the event and any location to the external LCS client.

31.
The UE continues to monitor for further periodic or trigger events and instigates steps 22-30 each time a trigger event is detected.

NOTE 13:
If the target UE is unable to access the 5GCN in the VPLMN for a repetition of step 23 but is allowed to and can access E-UTRA connected to EPC for the VPLMN, the UE may report the location event using event reporting for the Deferred EPC-MT-LR for Periodic and Triggered Location procedure described in clause 9.1.19 of TS 23.271 [6] by instigating steps 13-24 in Figure 9.1.19.1-1 in TS 23.271 [6]. In this case, the UE includes the HGMLC contact address and LDR reference number when sending the MO-LR Invoke at step 14 for Figure 9.1.19.1-1 in TS 23.271 [6] which enables the serving MME for the UE to report the location event to the HGMLC using steps 19-21 in Figure 9.1.19.1-1 in TS 23.271 [6]. Typically, the E-SMLC used for the procedure in clause 9.1.19 of TS 23.271 [6] would be different and separate from the LMF for steps 14-16 here, although a proprietary procedure might be used by a VPLMN to enable the E-SMLC to access (e.g. read and/or modify) state information for the UE in the LMF (e.g. using the HGMLC contact address and LDR reference number as a key to identify the UE state information), which might assist location of the UE by the E-SMLC and/or by the LMF at a later time. 

32.
In order to cancel the location request (e.g. if the UE is powered off or if the user wishes to cancel the location), the UE performs step 24 and optionally step 23 to send a Cancel Location request message to the LMF indicating that periodic or triggered location was cancelled.

33-35.
The LMF forwards the cancelation request to the HGMLC and external LCS client.

36.
If the external LCS client wishes to cancel the periodic or triggered location, the external LCS client sends a request to the HGMLC.

37-38.
The HGMLC determines the serving AMF address as in steps 2-3 and forwards the cancelation request to the AMF either directly or via a VGMLC. The HGMLC includes the HGMLC contact address, the LDR reference number and the latest LMF identification received in step 19 or step 29 if either step has occurred and included an LMF identification.

39. If an LMF identification was included in steps 37-38, the AMF forwards the cancelation request to the indicated LMF by invoking an Nlmf_CancelLocation service operation and includes the HGMLC contact address and LDR reference number. The LMF then releases all resources for the location request.

40.
The AMF sends the cancelation request to the target UE as soon as the target UE becomes reachable and includes the HGMLC contact address and the LDR reference number. The UE then releases all resources for the location request. 

NOTE 14:
Steps 39 and 40 are only performed if step 18 has already occurred and periodic or triggered location was activated in the UE. In this case, the AMF will have no knowledge of the location request (since all resources are released after step 18) and can thereby determine that step 18 must have occurred. If step 38 occurs before step 18, the AMF only performs steps 39 and 40 if step 13 has already occurred (and after step 17 occurs). Otherwise, if step 13 has not yet occurred, steps 39 and 40 are omitted.

NOTE 15:
The cancellation request sent to the UE at step 40 could be a message for supplementary services or a NAS message and can be resolved later as part of stage 3 definition.
6.14.3.4
LMF change procedure via serving LMF
When a serving LMF is used for the procedure in Figure 6.14.3.3-1, mobility of the target UE may lead to a change of serving AMF for which the original serving LMF is not suitable. For example, the serving LMF may be very remote from the AMF leading to higher resource utilisation for AMF to LMF signalling or the LMF may not be configured with information (e.g. a cell database) for the current access network for the UE to enable location. In such a case, the serving LMF may need to change. Figure 6.14.3.4-1 shows a procedure to enable change of the serving LMF when a UE sends an event report at step 24 in Figure 6.14.3.3-1.
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Figure 6.14.3.4-1: Change of serving LMF for periodic and triggered UE location events

Precondition:
Steps 1-22 in Figure 6.14.3.3-1 have been performed including possibly a repetition of steps 21-22 for a subsequent event report. A serving LMF is used and the current serving LMF is LMF1.

1.
The UE performs a service request if needed as for step 23 in Figure 6.14.3.3-1.

2.
The UE sends a NAS Transport message containing an event report message to the serving AMF. The NAS Transport message includes a deferred routing identifier indicating LMF1. Step 2 corresponds to part of step 24 for Figure 6.14.3.3-1.

3.
Based on operator configuration and policy, the AMF may evaluate and determine that LMF1 is unsuitable or unable to support location for the current UE access network or serving cell and determines LMF2 as being a more suitable LMF.
4.
The AMF invokes the Namf_Communication_N1MessageNotify service operation towards LMF1. The service operation includes the event report received in step 2. If the AMF determined in step 3 that a new LMF2 should be used, it indicates that to the LMF1 as well.

5.
If AMF did not indicate a new LMF in step 4, based on the operator configuration and policy, LMF1 may evaluate and determine that it is unsuitable or unable to support location for the current UE access network or serving cell and determines LMF2 as being a more suitable LMF.
6a.
LMF1 invokes an Nlmf_LocationContextTransfer service operation towards LMF2 to provide the current location context of the UE and includes the event report message received in step 3. The service operation includes the AMF identity and all the information originally received by LMF1 for the periodic or triggered location request either from the AMF according to the procedure in Figure 6.14.3.3-1 or from an earlier serving LMF according to this procedure. The service operation may also include the current status of event reporting (e.g. the number of event reports so far received from the UE and/or the duration of event reporting so far) and may include location related information for the UE such a previous location estimate or location measurements. LMF1 then releases all resources for the procedure.
6b.
LMF2 informs LMF1 of the location context transfer operation results.
7.
LMF2 invokes the Namf_Communication _N1N2MessageTransfer service operation towards the AMF to request the transfer of an Event Report Acknowledgment message to the UE. The Event Report Acknowledgment indicates a change of LMF and includes a deferred routing identifier indicating LMF2.

NOTE:
In a network where change of an serving LMF is possible, the original serving LMF shall not allow the UE to use EDT transfer at step 2 in which a response from the serving LMF is not possible. This will avoid not being able to return the deferred routing identifier indicating the new serving LMF2 to the UE in step 6.
8. The AMF forwards the Event Report Acknowledgment to the UE in a NAS Transport message.

9. The AMF informs the LMF2 of the result of the delivery of the Event Report Acknowledgement using the NAS Transport message. 


10.
Unless EDT transfer is used at stage 2, LMF2 may obtain location measurements or a location estimate for the UE by performing a UE positioning procedure as at step 26 in Figure 6.14.3.3-1.

11.
If a location estimate is needed for event reporting, LMF2 determines the UE location as at step 27 in Figure 6.14.3.3-1. The rest of the procedure in Figure 6.14.3.3-1 then continues from step 28 with LMF2 retaining state information to enable support of subsequent event reports from the UE.
6.14.4
Impacts on existing entities and interfaces

6.14.4.1
Impacts to UDR and UDM
Impacts to UDR: New Data Subset of the Subscription Data Storage, i.e. the privacy setting of the target UE and the location subscriber authorization data of the requestor UE.

Impacts to UDM:

-
GMLC being a new consumer of UDM service operation;

-
new Subscription data types: UE LCS privacy and location subscriber authorization data of the requestor UE.
6.14.4.2
Impacts to GMLC
-
Capability to invoke Nudm_SDM_Get service operation.

-
Capability of LCS service request handling based on target UE privacy setting.

-
GMLC to GMLC interface (and addition of the V-GMLC role).
-
Support a deferred location request from an external LCS Client (impact may be the same as for EPS)

-
Forward a deferred location request from an HGMLC to a VGMLC (impact may be the same as for EPS)

-
Forward a deferred MT-LR location request to an AMF and receive an immediate confirmation of acceptance and later confirmation of activation in the target UE and return these to an HGMLC or external LCS client

-
Receive event reports from an LMF and forward these to an HGMLC or external LCS client

-
Support cancelation of a periodic or triggered location

6.14.4.3
Impacts to UE
UE impacts comprise the following.

-
Support for privacy notification and verification for a 5GC-MT-LR

-
Support for invocation of a 5GC-MO-LR

-
Support receipt of a Periodic-Triggered Location Request from an LMF for periodic triggered location and an ability to confirm or reject the request

-
Monitor for periodic or triggered location events and report the occurrence of an event to an LMF along with any requested location measurements or location estimate

-
Support change of an serving LMF during location event reporting

-
Support cancelation of periodic or triggered event reporting by the UE or by an external LCS Client
6.14.4.4
Impacts to AMF
AMF impacts comprise the following.


Support for privacy notification and verification for a 5GC-MT-LR

-
Support for an 5GC-MO-LR


Support a deferred MT-LR location request from a VGMLC or HGMLC.

-
Support an immediate response to a VGMLC or GGMLC to confirm acceptance of a periodic or triggered request and a later response to the VGMLC or HGMLC to confirm activation of the periodic or triggered location request in the UE

-
Support cancelation of a periodic or triggered location

-
Optionally support change of a serving LMF by determining a new LMF
-
Support a request for a deferred periodic or triggered location request for a target UE
6.14.4.5
Impacts to LMF
LMF impacts comprise the following.

-
Optionally Support a request for a deferred periodic or triggered location request for a target UE received from an AMF

-
Optionally Send a Periodic-Triggered Location Request to the UE to activate periodic or triggered location in the UE and receive a confirmation (or rejection) from the UE and include this in the response to the AMF

-
Optionally Receive triggered or periodic events reports from the UE for events detected by the UE and obtain the UE location if this is needed and forward the event report and any location to a VGMLC or HGMLC for return to an external LCS Client

-
Optionally support change of a serving LMF including determining a new LMF and sending location context information for the UE to the new serving LMF

-
Support cancelation of a periodic or triggered location

6.14.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.
* * * End of changes * * * *
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